
 

BOARD OF REGENTS

SUMMARY OF ITEM FOR ACTION, 
INFORMATION OR DISCUSSION

 
TOPIC:    University of Maryland University College, M.S. in Cybersecurity Policy 
 
COMMITTEE:   Education Policy 
 
DATE OF COMMITTEE MEETING:  March 24, 2010 
 
SUMMARY: The proposed program in M.S. in Cybersecurity Policy complements UMUC’s ex-
isting suite of programs in the areas of information assurance and homeland security.  In par-
ticular, the proposed new program is an outgrowth of the existing M.S. in Cybersecurity, which 
focuses on technical and applied aspects of maintaining secure cyberspace.  The proposed 
program, by contrast, will focus on issues related to developing and administering effective poli-
cies in the area of cybersecurity. 
 
The program will provide baccalaureate-holding, mid-career professionals the opportunity to ob-
tain a specialized graduate education in preparation for leadership and policy-making roles of 
increasing responsibility within the cybersecurity field in both public and private settings.  Addi-
tionally, the program will prepare those interested in seeking entry to this field.  
 
As a recent emerging field, there are no comparable programs at any other public institution in 
Maryland and there are hundreds of positions in cybersecurity available in the Maryland/DC re-
gion.  Graduates of this program may qualify for such positions as Chief Security Officer, Cyber 
Security Manager or Administrator, Cyber Policy Analyst, Cyber Intelligence Analyst, federal, 
state and local government manager, and Legislative Aide. 
 
As one of six universities in Maryland certified by the National Security Agency (NSA) as a Na-
tional Center of Academic Excellence (CAE), UMUC is well positioned to provide advanced 
education in cybersecurity policy and students would be eligible for scholarship support through 
the NSA CAE.  It is projected that the program would initially enroll fifteen students and grow to 
a “steady-state” of sixty students within three years. 
 
ALTERNATIVE(S): The Regents may not approve the program or may request further informa-
tion. 
 
FISCAL IMPACT:  No additional funding is necessary.  The program will be supported through 
reallocated funds and tuition.  
 
CHANCELLOR’S RECOMMENDATION:  That the Committee on Education Policy recommend 
that the Board of Regents approve the proposal from the University of Maryland University Col-
lege to offer the M.S. in Cybersecurity Policy. 
 
 
COMMITTEE RECOMMENDATION: Approval. 

 
DATE: March 24, 2010 

 
BOARD ACTION: 

  
DATE: 

 
SUBMITTED BY:  Irwin Goldstein  (301) 445-1992 irv@usmd.edu 
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